
Social Media 
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Facebook
https://oklahoma.gov/homeland-security/
cyber-security.html

https://www.facebook.com/OklahomaOHS

info@okohs.ok.gov

@OklahomaOHS

@oklahomaofficeofhomelandse310

Stay Connected

Note:

The recommendations in this brocure are 
based on the settings available at the time 
of this publication. These settings are not 
a guarantee of security or safety; caution 
should be exercised whenever using social 
media services.
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Training 
Curriculum

Oklahoma Office of Homeland Security

Facebook Safety & Security

Recommended Ad Settings

“Opt Out” to prevent companies 
from collecting your information 
and data based on your activity on 
websites, devices, or apps for the 
purpose of advertising

Security in an 
Insecure World
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REMINDER

Perform Privacy Checkups

Account Deactivation

IMPORTANT

Recommended Security Settings

Recommended Privacy Settings

• Change your password at least
every 6 months and make sure
you folow best security practices
when choosing one.

• Keep your friend’s list limited to
those you know in real life.

• Don’t accept friend requests from
unknown individuals

• Privacy Settings aren’t a complete
solution

• Don’t post anything sensitive,
and don’t assume the messanger
application is secure.

• You can control who can and can’t
see your profile and posts

Social Media sites help us keep in touch with 
friends and family around the globe. It is 
important to maximize security settings to 
keep outsiders from obtaining your personal 
information.

Access your 
Facebook security 
settings from the 

“Home” bar

Blocking 
prevents 
activitiy 
from specific 
people, apps, 
or pages

See how your 
profile looks to 
other people

Check this 
often to ensure 
there are no 
unauthorized 
logins.

Activate Blocking

Hints & Tips

Check your settings periodically to 
review permissions to your account and 
data access




